ODIP Reference Architecture & ODI Engine MVP v1.1.0
ODIP layers (canonical)
1) Trust foundations
· Tenancy model (tenant IDs everywhere)
· RBAC (roles, permissions)
· Audit trail (immutable event/action history)
· Retention & deletion policy
· Evidence integrity (hashing/signing optional later)
Contract: no signal or action exists without tenant scope + audit trace.
2) Ingestion
· Stable event envelope
· Normalization / schema mapping
· Deduplication / idempotency
· Identity mapping (service/user/system)
Contract: every ingested event must declare source, timestamp, tenant, and minimal identity.
3) Context
· Service catalog / ownership graph
· Baselines and thresholds
· Constraints: policies, SLAs, change windows, cost caps
· Relationships: dependency mapping
Contract: signals must reference context objects by ID, not by free text.
4) Signals
· Explainable derivations (rules + baselines first)
· Evidence bundles
· Confidence metadata
· Impact hypotheses
Contract: every signal must include an evidence bundle and owner attribution.
5) Actions
· Routing and escalation
· Approvals (manual gates)
· Policy enforcement (allowed actions)
· Automation boundaries
Contract: actions must declare: who approved, what policy allowed it, and what changed.
6) Learning
· Feedback loops (ack/resolution/outcome)
· Drift detection (baseline changes)
· Confidence calibration
· Model evaluation (later)
Contract: learning cannot overwrite definitions; it proposes updates under versioning.

Lifecycles (you should implement v0)
Signal lifecycle
Draft → Active → Acknowledged → Resolved → Archived
With transitions recorded in audit.
Action lifecycle
Proposed → Approved/Denied → Executed → Verified → Closed
Every step auditable.
Definition lifecycle (glossary + model)
Draft → Review → Active → Deprecated → Retired
Changes require:
· version bump,
· explanation,
· compatibility note (“what breaks/changes”).


